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How to view on-demand content 
 

Already registered 
1. Log in to your existing Converge registration using the email address and password you registered 

with. 

• Log in link 

2. Once you’ve logged in using the link above, you should be dropped directly into the On-Demand 
Library where you can view all the Converge 2024 on-demand content. 

 

Not registered yet 
1. Register for your complimentary on-demand ticket using the link below 

• Registration link 

2. Once you reach the Registration Confirmation page, you will see a button that will take you to the 
On-Demand Library where you can view all the Converge 2024 on-demand content. 

 

Using links from this overview 
In order to use the links in this overview document, you will need to log in to an existing or new Converge 
registration. 

 

Questions? 
If you have any questions or run into any issues viewing on-demand content, please email 
converge@tanium.com.  

https://converge.tanium.com/2024/on-demand-library
https://converge.tanium.com/2024/registration
mailto:converge@tanium.com
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Keynotes 
 

 
Keynotes (Part 1) 
1h 16m • Direct Link • Japanese Version (翻訳) 

 Guest Speakers: 
Alix Douglas, ServiceNow 
Pamela Gott, Fiserv, Inc. 
Chinedu Okorafor, PNC 
Jason Revill, Avanade - Global 
 
 
Tanium Speakers: 
Dan Streetman 
Venus Wills (Emcee) 

 
 

Segments: 

Introductions & Welcome 
Confidence in Today’s World 
Customer Interview: PNC 
Customer Interview: Fiserv 
Customer Video: NEC 
The Promise of AI and Autonomous – Our Evolution 

 
 
Strategic Technology Partners 
Microsoft Video 
Avanade Interview 
ServiceNow Interview 
Customer Video: Grand Mental Health 
Closing 

 
 

Keynotes (Part 2) 
2h 11m • Direct Link • Japanese Version (翻訳) 

 Guest Speakers: 
David Anderson, VF Corporation 
Tom Cipolla, Gartner 
 
Tanium Speakers: 
Matt Quinn                                     Saqib Khan 
Stephanie Aceves                          Shelly Sahani 
Ryan Andorfer                                Christian Schwantes 
Vivek Bhandari                               Loic Simon 
Melissa Bischoping 
Harman Kaur 

Segments: 

Opening 
Gartner AEM Category Discussion 
Technology: Introduction 
Technology: Managing Resource Access Risk 
Technology: Endpoint Expansion 
Technology: Autonomous Endpoint Management (AEM) 

 
Technology: Customer Highlight - VF Corp 
Technology: Tanium Real-Time Platform for Integration + 
Microsoft Copilot 
Technology: ServiceNow 
Technology: AEM Journey 
Technology: Closing Summary 
Closing 

https://converge.tanium.com/2024/v/s-2175523
https://converge.tanium.com/2024/v/s-2643893
https://converge.tanium.com/2024/v/s-2643891
https://converge.tanium.com/2024/v/s-2643894
https://converge.tanium.com/2024/v/s-2643896
https://converge.tanium.com/2024/v/s-2643895
https://converge.tanium.com/2024/v/s-2643892
https://converge.tanium.com/2024/v/s-2664414
https://converge.tanium.com/2024/v/s-2664415
https://converge.tanium.com/2024/v/s-2664420
https://converge.tanium.com/2024/v/s-2664419
https://converge.tanium.com/2024/v/s-2664413
https://converge.tanium.com/2024/v/s-2664417
https://converge.tanium.com/2024/v/s-2664421
https://converge.tanium.com/2024/v/s-2241902
https://converge.tanium.com/2024/v/s-2643899
https://converge.tanium.com/2024/v/s-2643897
https://converge.tanium.com/2024/v/s-2643898
https://converge.tanium.com/2024/v/s-2643900
https://converge.tanium.com/2024/v/s-2643901
https://converge.tanium.com/2024/v/s-2664427
https://converge.tanium.com/2024/v/s-2664428
https://converge.tanium.com/2024/v/s-2664429
https://converge.tanium.com/2024/v/s-2664430
https://converge.tanium.com/2024/v/s-2664430
https://converge.tanium.com/2024/v/s-2664432
https://converge.tanium.com/2024/v/s-2664433
https://converge.tanium.com/2024/v/s-2664434
https://converge.tanium.com/2024/v/s-2664435
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Keynotes (Part 3) 
1h 53m • Direct Link • Japanese Version (翻訳) 

  
Guest Speakers: 
Mayim Bialik, Award-Winning Actress, Podcast Host,     
Neuroscientist & Author 
Greg McCarthy, City of Boston 
Adam Levinson, SAP 
Vicky Laurens, Canadian Financial Company 
 
Tanium Speakers: 
Jake McClean                              Jason Ellison 
Matt Quinn                                  Brent Foster 
Charles Ross                               Julia Grunewald 
Stephanie Aceves                       Randy Menon 
Vivek Bhandari 

Segments: 

Opening and Day 1 Technology Recap 
Product Highlights & Investments 
Product Highlights & Investments: Platform 
Product Highlights & Investments: Data Analytics & API 
Product Highlights & Investments: Endpoint 
Management & Digital Employee Experience 
Product Highlights & Investments: Risk & Compliance 

 
Product Highlights & Investments: Incident Response 
Product Highlights & Investments: Ecosystems & 
Integrations 
Product Highlights & Investments: Wrap-Up 
Tanium Titans Community 
Customer Panel (Various) 
Fireside Chat with Mayim Bialik 
Closing 

https://converge.tanium.com/2024/v/s-2175532
https://converge.tanium.com/2024/v/s-2664398
https://converge.tanium.com/2024/v/s-2676634
https://converge.tanium.com/2024/v/s-2664422
https://converge.tanium.com/2024/v/s-2676635
https://converge.tanium.com/2024/v/s-2676636
https://converge.tanium.com/2024/v/s-2676637
https://converge.tanium.com/2024/v/s-2676637
https://converge.tanium.com/2024/v/s-2676638
https://converge.tanium.com/2024/v/s-2676639
https://converge.tanium.com/2024/v/s-2676640
https://converge.tanium.com/2024/v/s-2676640
https://converge.tanium.com/2024/v/s-2676641
https://converge.tanium.com/2024/v/s-2664423
https://converge.tanium.com/2024/v/s-2664424
https://converge.tanium.com/2024/v/s-2664425
https://converge.tanium.com/2024/v/s-2664426
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Breakout Sessions 
 

A Big Upgrade for Imaging Services 
When the company sought to retire a legacy imaging service and 
replace it with Tanium Provision, it also opted to work with 
Novacoast, a Tanium Partner. The company hoped Tanium would 
also help it meet five related goals: an easier transition to Windows 
11; a re-architected imaging process that enabled faster changes; 
better network bandwidth at remote offices; a reduced need for 
imaging and OS refreshes to be done manually; and movement 
toward “zero touch” imaging and OS refreshes. The Tanium upgrade 
also needed to meet the company’s unique requirements. These 
included the need for certain applications to be installed during the 
imaging process; a requirement that the OS, when being refreshed 
on a device, join the domain and use the same Computer Object 
without having to first delete the object or add the endpoint name to 
an allowed-computer list. This session will look at the transition from 
the legacy imaging system to Tanium Provision and the result. What 
previously took weeks to develop on the legacy system can now be 
replicated on Tanium Provision in less than three days. 

Speaker(s): 
Jackson Pavelka, PDS Health 
Larry Stein, Novacoast 

 
A Deep-Dive into Autonomous Endpoint Management (AEM) & Our 
Roadmap Vision 
During the main stage keynotes you were able to learn about all of 
the great new Autonomous Endpoint Management (AEM) capabilities 
that have been delivered into the Tanium platform this year and a bit 
about what's coming next. In this session we will go into more detail 
on many of the top AEM features shown on stage we'll provide an 
ample opportunity to engage with the product team to ask questions 
about any of the new AEM capabilities. 

Speaker(s): 
Harman Kaur, Tanium 
Navnith Ramkrishnan, Tanium 
Gary Marchiny, Tanium 
Christian Schwantes, Tanium 

 
A Round-Trip Ticket to Security Resilience: From Proactive Hunting to Rapid 
Response and Recovery 
Security resilience requires both outbound vigilance and inbound 
readiness - anticipating the unknown and neutralizing risks before 
they escalate. Join this session to learn how the Tanium Platform 
enables security teams to proactively hunt for threats across 
multiple stages of an attack, including those that evade traditional 
defenses. By combining real-time data, complete endpoint visibility, 
and detection-in-depth strategies, we’ll share how to navigate the 
critical paths between threat discovery, response, and recovery for 
faster, more effective action. 

Speaker(s): 
Josh Gorrell, Tanium 
Melissa Bischoping, Tanium 
Tyler Schultz, Tanium 

 
Aligning Security and IT Ops for faster remediation of Vulnerabilities 
Dive into the dynamic stories of a Security Vulnerability Manager and 
an IT Ops Manager trying to work together to prioritize and drive 
remediation efforts. Discover how unified data and innovative 
product updates can transform their collaboration, ensuring a 
synchronized view of the current state and driving efficient, effective 
outcomes. 

Speaker(s): 
Annie Ballew, Tanium 
Bryant Bell, Tanium 
Tim Mintner, Tanium 
Spenser Shumaker, Tanium 
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Automating Patching 
VF Corp was missing its own deadlines for manually applying the 
latest endpoint operating-system patches. Attend this session and 
learn how the team greatly improved this process by first 
implementing Tanium Automate, then building scripts to turn 
appropriate services off and on as needed. Automating with Tanium 
proved to be both easy and fast, and it has also freed the team to 
work on higher-value projects. 

Speaker(s): 
David Anderson, VF Corporation 

 
Automating the Mundane IT Ops and Security Tasks with Tanium Automate 
Tanium Automate is a great new way to automate common IT Ops 
and Security tasks and is built into the common platform that you 
already have access to. With it you can improve your organization's 
cyber hygiene, posture and resiliency while at the same time freeing 
up cycles to focus your teams on more strategic work. Join the 
Tanium team to learn about the rich automation, upcoming 
enhancements, and what's coming next with Automate. 

Speaker(s): 
Ken Galvin, Tanium 
Steven Yang, Tanium 
Danny Farmer, Tanium 

 
Awaken the Voice of the User and the Endpoint with Tanium Engage 
In this semi-interactive breakout session, we dive into how the 
Engage module in Tanium can transform the way we interact with 
users and their devices. With Engage, IT can survey users, gather 
crucial feedback, and proactively address endpoint issues by 
prompting users directly on their screens. More than just a survey 
tool, Engage empowers IT teams to reach out to users when specific 
conditions—like policy compliance or system health—are detected on 
an endpoint. 

Speaker(s): 
Sean Henry, Hitachi Astemo 
Americas 
Ashley McGlone, Tanium 
Timothy Heichel, Tanium 

 
Chuco Gives a FAQ 
In this breakout session, Chuco will tackle our top frequently asked 
questions regarding Tanium administration. These questions cover 
various topics such as: advanced endpoint targeting for manual 
client lists, guides for writing Python and PowerShell sensors, and 
gaining a deeper understanding of GraphQL. By attending this 
session, you will leave with Chuco’s own valuable resources, such as 
guides, runbooks, and code examples, to assist you with your daily 
Tanium administration tasks. 

Speaker(s): 
Nathan Forrester, Chuco 
Jeff Smith, Chuco 

 
Cigna’s Blueprint for Converging IT, Security, and Leadership with Tanium 
Discover how Cigna, a global health services leader, leverages 
Tanium for comprehensive asset management, software 
distribution, and system health monitoring, while simultaneously 
enhancing security through integrated data warehousing and 
automated incident response. Attendees will gain valuable insights 
into streamlining IT processes, improving system visibility, and 
building collaborative bridges between IT, Security, and C-Suite 
executives. In this session, Cigna leaders will share their Tanium 
adoption journey, demonstrating how they've optimized IT 
operations, fortified security measures, and laid the groundwork for 
future initiatives like Zero Trust architecture and Data Loss 
Prevention. 

Speaker(s): 
Adam Forgacs, Cigna 
Christopher Castloo, Cigna 
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Converging Security & Operations on Tanium 
TransUnion, a global information and insights company that helps 
businesses manage and measure consumer credit risk, wanted a 
technology platform that could unify its security and IT operations 
teams. The solution: Tanium. TransUnion discovered it could use 
Tanium Enforce to ensure that all endpoints are meeting global audit 
requirements and Tanium Deploy to ensure that all required tooling 
is present and running. TransUnion even uses Tanium to manage its 
Microsoft endpoint security tools. What’s more, Tanium has 
empowered the TransUnion security and IT operations teams to 
collaborate using a single agent and console. TransUnion now plans 
to add three additional Tanium modules in the next six months, and 
to also supply data via GitHub so other customers can put its Tanium 
techniques into practice. Join this session and you’ll learn how 
Tanium has helped TransUnion foster collaboration, security and 
smooth operations. 

Speaker(s): 
John McKay, TransUnion 
Jamie Meyers, TransUnion 
Thomas Schuller, TransUnion 

 
Creating, Managing & Delivering a Complex Security Framework 
Banking groups are under scrutiny of regulators and must come with 
complex custom security framework to highlight their effort to 
maintain a good security posture. In this session Barbara Goubert 
and Félicien Putinier, share how Tanium allow them to monitor, 
apply and report complex framework across a company located in 
44 geographical locations. 

Speaker(s): 
Barbara Goubert, Ayvens France 
Felicien Putinier, Ayvens SA 

 
Cutting IT Costs, Improving Security 
Most companies today are facing the same challenge: How could 
they increase their overall level of security while decreasing their IT 
OPEX? 
In this session, Michael Woods explains how Inetum achieved it by 
challenging its existing security solutions and starting a PoC with 
Tanium. 

Speaker(s): 
Michael Woods, Inetum 

 
Developers Unite! Integrating and Creating using Developer.tanium.com 
Learn how to build integrations to expand Tanium's world-class 
converged endpoint platform for real-time visibility and control. This 
session will walk through all of the key benefits, including: 
integration methods, API Documentation, and the developer 
community. This session will be useful to customers and partners. 
Join us and network with others developing on Tanium. 

Speaker(s): 
Kathy Church, Tanium 
Michael Martins, Tanium 

 
Driving Innovation Across IT Ops and SEC Ops: Real-World Insights from 
Standard Industries and AHEAD 
In this session, AHEAD will discuss their experiences working with 
Steven Zisblatt, Director of IT Operationas, who calls the Tanium 
XEM platform the tool of the future. Together, we will highlight their 
journey to improve patch compliance rates across all lines of 
business and overcome historical orchestration challenges…  

Speaker(s): 
Adam Janosek, AHEAD 
Steven Zisblatt, Standard Industries 
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Driving Innovation Across IT Ops and SEC Ops: 
Real-World Insights from Standard Industries 
and AHEAD (cont.) 
…between IT Ops and SecOps to drive joint value across the entire IT 
organization. This session will provide insights from real practitioners 
on how companies can maximize the capabilities of Tanium 
platform, including core use cases and best practices across Patch, 
Provision, Comply and the latest integrations with ServiceNow. 

 
Enchanting Endpoint Security: Harnessing Magic (Tanium) to Safeguard 
Modern Healthcare 
Cleveland Clinic, a global healthcare leader with over 80,600 
caregivers across 23 hospitals and 276 outpatient facilities, 
transformed its endpoint management by adopting Tanium Cloud. By 
using a single platform, the clinic reduced patching and vulnerability 
compliance from months to just one day, improved the management 
of remote devices, integrated with ServiceNow for software tracking, 
and managed exceptions seamlessly. This session will explore how 
Cleveland Clinic leverages Tanium to enhance security and efficiency 
in a modern healthcare environment. 

Speaker(s): 
Terry Busic, The Cleveland Clinic 
Ron Traweek, The Cleveland Clinic 
Stacey Clark, Tanium 

 
Gaining Visibility into Boot Start Kernel Drivers Before they Lead to Outages 
Cybersecurity industry and enterprises were shaken with a high-
profile July 2024 endpoint security software incident – in which its 
boot time driver failed, bricking systems worldwide and causing 
significant business disruption and associated financial losses. In 
addition to this making executive’s reading list, drivers continue to 
end up on analysts’ radar too as variety of Malware is also known to 
exploit and abuse Drivers. This talk brings forward a customized 
solution delivered via Tanium – using which attendees will be able to 
discover drivers in their environment, see if they're 
expected/authorized. Remediate the unexpected/have greater 
awareness of their environment and critical points to be watchful of 
that can cause aforementioned like crippling outage in their 
environment. 

Speaker(s): 
Neel Mehta, Chevron 

 
Get Ahead of Emerging Threats with Tanium Guardian 
Key use cases will highlight how organizations are leveraging these 
joint solutions to augment collaboration, drive automation, and 
strengthen their security posture. Plus, we'll share the Tanium 
product roadmap to see what’s coming next—new features and 
integration solutions that will further optimize operations for IT, 
security, risk, and beyond. 

Speaker(s): 
Melissa Bischoping, Tanium 
Maayan Sela, Tanium 

 
Global ServiceNow CMDB Impact into the Business 
Going from days to hours, Tanium has set an industry standard of 
what near real-time data means in today’s fast-changing and highly 
complex digital business operations. Disruptions and outages are 
inevitable, but in these critical situations, organizations need… 

Speaker(s): 
Deepa Ajish, MUFG Bank Ltd 
Saqib Khan, Tanium 
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Global ServiceNow CMDB Impact into the 
Business (Cont.) 
…real-time access to relevant business information. In addition, they 
need to know dependencies to understand business impact and 
maintain business continuity. Join us to discuss how ServiceNow and 
Tanium customers went from days to hours with ServiceNow and 
Tanium solutions at global scale. 

Braedyn Leake, PNC Financial 
Services 
Stephen Seigler, Fiserv 

 
HNB and the Magical Cloud Migration 
Huntington National Bank, which operates 970 bank branches in 11 
U.S. states, wanted to shift its Tanium on-premises implementation 
to Tanium Cloud, but worried about disrupting the business. Yet by 
using tools provided by Tanium to migrate its packages, sensors and 
custom content, Huntington completed the move quickly and 
disruption-free. The bank also discovered that with Tanium’s Cable 
Car utility, there’s no need to rebuild custom content once it’s in the 
cloud. The business never missed a beat, and all modules were 
onboarded smoothly, allowing more of the bank’s teams to start 
using Tanium Cloud quickly. Thanks to Tanium Cloud, the bank’s 
many benefits include faster content distribution, fewer meetings, 
faster responses to vital questions, servers that right-size 
automatically, and freedom from worries about data-size constraints. 
Join this session, and you’ll learn how Huntington National Bank 
made the transition from Tanium on-prem to Tanium Cloud quickly 
and without disruption. You’ll also learn about the numerous high-
value benefits Huntington now enjoys. 

Speaker(s): 
Mark Wood, Huntington National 
Bank 
Danielle Hidlebaugh, Huntington 
National Bank 
Joshua Del Vesco, Tanium 
Stacey Clark, Tanium 

 
Implementing Tanium Cloud in a Highly Regulated Environment 
Being one of the top 10 largest banks in the United States, US Bank, 
is no stranger to regulations and operational complexity. They have 
also been a long time Tanium customer with lots of content, RBAC 
and settings that needed to be considered as part of the migration. 
Tanium Asset was used to monitor the progress of the migration as 
well as Tanium Discover to identify endpoints that were no longer 
being managed by Tanium. During this panel discussion US Bank will 
share both the strategic and tactical approaches used to complete 
their migration to Tanium Cloud in a heavily regulated industry. 

Speaker(s): 
Ken Cheung, U.S. Bank 
Bryan Hall, U.S. Bank 
Chris Brucker, Tanium 

 
Leveraging Digital Employee Experience to Unlock the Full Power of Tanium 
This session will explain how DEX (Performance and Engage 
modules) enhances other modules like Connect, Investigate, 
ScreenMeet, Patch, Deploy, and Threat Response to more effectively 
address common use cases including: proactive and reactive 
performance investigation, software vulnerability reduction, license 
reclamation, restart required, system/app crashing, pick patch or 
update maintenance window, slow network, new application 
sentiment. 

Speaker(s): 
Kai Rostcheck, Tanium 
Maayan Sela, Tanium 
Jason Stough, Tanium 
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Leveraging the Customization and Extensibility Capabilities of the Tanium 
Platform 
The Tanium platform was designed with a strong focus on 
extensibility and customization. This session will explore how these 
capabilities enable customers to address endpoint management 
challenges unique to them. 

Speaker(s): 
Lee Evanochko, Tanium 
Andrew Meyer, Tanium 

 
Low-Cost Security that Works 
The Arizona Dept. of Public Safety was charged to create its first-
ever cybersecurity unit yet was given no additional budget or staff. 
Once established, the new cyber unit had no unified view of state 
endpoints, no SIEM tools, and no extensive automation. To remedy 
the situation, the state selected Tanium as its endpoint manager. 
Later, Tanium was also chosen to replace a previous vulnerability-
scanning tool and helped to lower the state cyber unit’s costs. Join 
this session to learn how Tanium has helped Arizona’s Dept. of 
Public Safety strengthen state cybersecurity with automation, speed 
and accuracy, all with a tight budget. 

Speaker(s): 
Kerilee Baehre, AZ Department of 
Public Safety 
Andrew Manos, True Zero 
Technologies 

 
M&A Simplified! How MillerKnoll Leveraged Tanium to Gain Visibility and 
Control while Merging Complex Environments to Drive Business Continuity 
Join us and learn how the merger of two iconic furniture companies, 
HermanMiller and Knoll was successful due largely to operational 
efficiencies, driven by standardization, consolidation, and risk 
management. Learn how Tanium was key in understanding, 
streamlining, and standardizing their endpoint environment which 
spans 7 Active Directory domains globally. This has allowed for 
significantly improved patch compliance, the retirement of 8 legacy 
endpoint management technologies, and the ability to drive 
continuous improvement efficiently and effectively enterprise-wide. 

Speaker(s): 
Rion Hollenbeck, MillerKnoll 
Brian Klotz, MillerKnoll 
Jeremee Nienhuis, MillerKnoll 

 
Managing and Controlling the Risks of Delivering Changes to Endpoints 
Delivering changes, taking actions, and deploying updates to 
infrastructure and endpoints can introduce the risk that an 
unintended operational impact can occur. Learn how Tanium and 
customers use controls built into the Tanium Platform to align with 
change control and to mitigate and reduce risk related to endpoint 
changes. During this session we will cover Client Management, 
Endpoint Configuration, Endpoint Change Management and Platform 
existing capabilities, best practices, as well as future improvements 
and controls. 

Speaker(s): 
Jason Ellison, Tanium 
Ryan Andorfer, Tanium 

 
Microsoft Melting Pot with Tanium Spice 
Best Buy is using Tanium to provide endpoint data to their Microsoft 
MDE and Sentinel environments, streaming directly to Sentinel from 
over 20k endpoints. The Tanium data is used for reporting on 
inventory, threat detection, detraction, autorun and logging, making 
automation a reality at Best Buy providing data on all endpoints… 

Speaker(s): 
Matt McCullough, Best Buy 
Jesse Brown, Best Buy 
Micah Dolan, Tanium 
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Microsoft Melting Pot with Tanium Spice (Cont.) 
…A single point of truth for their IT landscape. Attend this session to 
hear how Best Buy is leveraging the partnership between Microsoft 
and Tanium to mature their security posture via more robust 
monitoring and remediation of critical security agents and 
infrastructure. Being able to automate this has allowed for a 
reduction in log ingest downtime of 20% across the environment. 

 
Optimizing Your Security Posture with Tanium + ServiceNow  
Join Stephen Seigler, System Security Analyst & Sr. Advisor from 
Fiserv and Pete Kartje, Sr. Outbound Product Manager in this 
fireside chat moderated by Syra Arif, Director Security Solution 
Consulting at ServiceNow. Come learn as they help us understand 
how Tanium and ServiceNow deliver joint outcomes for security 
teams. With every security team owning (on average) around 75 
different security solutions - how can organizations better 
understand how to integrate these solutions and align them to 
broader outcomes? Our expert panel will help you learn how to 
proactively mitigate risk, maintain compliance and reduce disruption 
through automation and close the loop on detected vulnerabilities 
and compliance issues. 

Speaker(s): 
Syra Arif, ServiceNow 
Pete Kartje, ServiceNow 
Stephen Seigler, Fiserv 

 
Patching with Tanium 
MUFG Bank Ltd. is Japan's premier bank, with a global network 
spanning around 50 countries. Join this session to learn how MUFG 
consolidated its patching solutions into a single platform with 
Tanium in order to meet federal governmental compliance 
requirements, every time, while achieving a higher patch efficacy 
than ever before. 

Speaker(s): 
Brian Gollmer, MUFG Bank, N.A. 
Michael Shapiro, MUFG 

 
Preparing for Post-Quantum Cryptography: Utilizing Tanium Certificate to 
Simplify Data Call Reporting for Federal Agencies 
The Office of Management and Budget (OMB) released the M-23-02 
memorandum in November of 2022 that requires all agencies report 
annually on their use of vulnerable asymmetric encryption in their 
critical systems.  Most agencies have been addressing this in a 
manual fashion that is time consuming and inaccurate.  We will 
show how Tanium Certificate Manager can be used to simplify the 
data collection and reporting process. 

Speaker(s): 
Stephen Harper, Accenture Federal 
Services 
Andrew Ramirez, Accenture Federal 
Services 

 
Protecting NATO in the Nation’s Capital with Tanium 
Join us for an insightful session on the critical role cyber security and 
IT hygiene readiness played during NATO’s 75th-anniversary event in 
Washington, D.C., held in July 2024. Using this event as a case 
study, the discussion will highlight how Tanium’s comprehensive 
endpoint management solutions enabled Events DC to secure and 
manage technology assets in real-time, ensuring a smooth and safe 
environment. By leveraging True Zero’s managed services and 
cybersecurity expertise powered by Tanium's capabilities for… 

Speaker(s): 
Zack Schwartz, Events DC 
Kristin Galemore, Events DC 
Ken Ford, Events DC 
Dalton White, True Zero 
Technologies 
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Protecting NATO in the Nation’s Capital with 
Tanium (Cont.) 
…asset visibility, patching operating systems and third party 
software, and vulnerability and policy enforcement, Events DC 
bought down risk and threats across the board. This allowed their 
staff to confidently present their environment to the most 
demanding of customers – advance security teams supporting the 
leaders of the free world. The session will also share best practices 
from Events DC's journey, from past cybersecurity challenges to 
implementing automated solutions that enhance their zero-trust 
strategy. Don’t miss this opportunity to gain valuable insights and 
best practices to develop your own roadmap for maximizing the 
value of Tanium. 

 
Real-time Visibility in Retail with Tanium & Microsoft 
As companies scale organisational silos, complex infrastructure and 
tool sprawl can introduce many obstacles and barriers to success in 
many IT environments. These challenges can lead to inefficiencies, 
communication breakdowns and difficulty in managing workflows. To 
address these issues, it is essential to adopt a more integrated 
approach that enhances collaboration, streamlines infrastructure, 
and consolidates tools. Learn how Tanium has helped Burberry 
lower costs while providing a single console to manage Microsoft 
Defender, monitor point of sale systems, increase endpoint visibility 
worldwide, and break down organizational silos between functional 
teams by giving them all the same data on the same platform. 

Speaker(s): 
Joshua Coles, Burberry 
Jack Tyson, Tanium 

 
Revolutionize Your Security: Utilizing Automate for More Efficient Operations 
Traditional patch management faces challenges like manual 
processes, delayed responses, resource intensiveness, and need to 
reduce labor cycle time. These issues highlight the need for a more 
efficient solution. 
 
In this breakout session at Converge, the PwC team will address 
those challenges for attendees and showcase how PwC has 
developed a cost reduction process using Tanium Automate, 
allowing leaders and staff to automate recurring tasks and focus on 
key priorities. Also, hear from client, Hello Nature, who utilized PwC 
to leverage Automate to reduce cycle time by transitioning manual 
processes into automated activities. 

Speaker(s): 
Adam Eccleston, PwC 
Corbin Dryden, PwC 
Bryon Blohm, PwC 
Jacob Dorhauer, Hello Nature 

 
Rheem’s Journey to a Global Endpoint Management Center of Excellence 
Rheem, alongside experts from Ernst & Young (EY) and Tanium, 
shared their experiences at Converge 2023 in architecting and 
implementing a global patch management framework. The team is 
returning to highlight key learnings and best practices from 
establishing a global Center of Excellence driving organization-wide 
adoption and expanding process automation initiatives. 
 
Hear how Rheem successfully executed that vision and automated 
numerous patching processes across the enterprise, including… 

Speaker(s): 
Todd Grober, EY 
Randy Powell, Rheem Manufacturing 
Jay Brunson, Tanium 
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Rheem’s Journey to a Global Endpoint Management Center of Excellence 
(Cont.) 
…incorporating new use cases identified as they engaged additional 
business units, enhancing operational efficiencies and empowering 
teams. The team will also discuss how it has integrated Tanium 
Asset data into the ServiceNow CMDB, improving insights into cyber 
hygiene for better decision-making. Additionally, Rheem will share 
how they used Tanium Deploy to transition to Microsoft’s E5 license 
in under a month, leveraging Tanium APIs and EY’s dashboarding. 
The team will also touch upon how they are identifying use cases for 
utilizing Copilot for Security, aimed at enhancing reporting and 
optimizing security processes as part of their forward-looking 
roadmap for Tanium. 

 

 
SAP Conquers Complexity with Tanium Custom Content & Automate 
In this 30-minute narrative session, SAP's Senior DevOps Engineers 
Eman Pleshe and Ed Duarte will showcase how they leverage 
Tanium's custom content capabilities and Automate to address 
unique challenges within SAP environments. They will demonstrate 
how custom sensors and packages, combined with Automate 
playbooks, have revolutionized their approach to endpoint 
management, risk mitigation, and compliance. 
 
Key highlights include: 
1. Custom solutions for detecting and mitigating the SSHSnake 
threat. 
2. Mapping open ports to users on servers at scale. 
3. Leveraging Tanium Automate playbooks for efficient remediation. 
4. Real-world examples of streamlining operations in SAP's complex 
landscape. 
 
The speakers will share their experiences, best practices, and future 
plans for further integrating these powerful tools within SAP's 
environment. This session is ideal for IT professionals seeking 
innovative solutions to enhance security and operational efficiency 
in large-scale environments. 

Speaker(s): 
Ed Duarte, SAP 
Eman Pleshe, SAP 

 
Tanium + Microsoft: Defense in Depth 
Defense in depth is a longstanding cybersecurity approach which 
involves investing in multiple solutions or layers in order to maximize 
protection and response capabilities within an organization.  In this 
session, hear directly from Microsoft about their comprehensive 
security portfolio, and also learn how Tanium can complement and 
enhance the Microsoft unified SOC platform and other 
solutions.  The focus will be on the operator experience and 
technical use cases which highlight the benefits of an integrated 
platform approach. 

Speaker(s): 
Mike Fiorina, Tanium 
Emmanuel Taiwo, Microsoft 
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Tanium Integrated Solutions for ServiceNow IT, Security, and Risk 
Operations 
In this session, we will walk you through the latest innovations in 
Tanium’s joint solutions with ServiceNow, specifically tailored for IT, 
security, and risk operations, but also a sneak peek into the future 
how we will enhance ServiceNow's AI platform. We’ll explore how 
Tanium’s real-time endpoint management and security capabilities 
work seamlessly within ServiceNow to streamline workflows, 
enhance incident response, drive efficiencies, and improve asset 
visibility. Key use cases will highlight how organizations are 
leveraging these joint solutions to augment collaboration, drive 
automation, and strengthen their security posture. Plus, we'll share 
the Tanium product roadmap to see what’s coming next—new 
features and integration solutions that will further optimize 
operations for IT, security, risk, and beyond. 

Speaker(s): 
Brent Foster, Tanium 
Brandon Wolfe, Tanium 

 
 
Tanium Signals for IOA Detection 
Detection of Remote Access activity via living off the land tools. IOAs 
are capable of detection by EDRs, however, they aren't perfect at 
identifying low-severity activity, and tuning can be challenging. 
mplemented Tanium Signal to detect remote access IOAs via living 
off the land tools, namely with parent:child resource pairs. Tuning 
allowed suppression of alerts per false positive behavior profile. 
Able to identify remote access activity where other tools failed to 
detect or even provide visibility. It became a method to identify high 
risk IOAs, allowing detection and response teams to lock down an 
entire common remote access attack chain.  

Speaker(s): 
Sean Hawkins, ScotiaBank 

 
Tanium Solutions with Microsoft 
We all have a key focus when it comes to security, to safeguard our 
people, our data and our infrastructure. Together with Microsoft, 
Tanium enhances the strength of that security across all fronts. In 
this session, learn how Tanium enhances the onboarding, 
continuous management and remediation of your Microsoft security 
solutions including Defender, Sentinel, Entra ID and AI-based 
advancement with Copilot for Security. From threat hunting and 
incident response to operations and reporting, see how Tanium 
ensures your Microsoft suite always has the current state of all 
devices to make the most informed decisions. 

Speaker(s): 
Shelly Sahani, Tanium 
Jeff Whitaker, Tanium 

 
The Benefits of Tanium Asset Inventory:  From Complete Visibility to High-
Value Integration 
With Tanium, BHG Financial achieved fast and complete asset 
discovery and inventory. The result was full visibility and improved 
management, followed by flawless synchronization between Tanium 
and Jira with real-time data. The connection surfaces asset issues, 
accelerates incident resolution and optimizes resource 
management. Find out how this transitioned their operations and 
what their future enhancements will be. 

Speaker(s): 
Jacob Jaskolka, BHG Financial 
Brian Sookhai, BHG Financial 
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The Quest for the One Ring: Decisive Multidimensional Response 
Capabilities 
One of Australia’s largest aged-care operators, Regis previously 
handled patch management, vulnerability management, and threat 
response with solutions that were both fragmented and unable to 
scale. Recognizing the need for an improvement, Regis embarked on 
a journey with Tanium, evolving from basic patch management to an 
integrated platform that delivers decisive, multidimensional 
cybersecurity response capabilities. By leveraging Tanium’s tools 
and capabilities, Regis has significantly enhanced its ability to 
detect, prioritize, and respond to vulnerabilities and threats in real-
time. Join us for an inside look as we explore how Regis transformed 
its cybersecurity approach with Tanium, delivering a powerful, 
multidimensional response that keeps the entire enterprise secure 
and resilient. 

Speaker(s): 
Mazino Onibere, Regis Aged Care 
Hanika Shah, Regis Aged Care 

 
Transforming Data-Driven Security with Tanium & Dashboards 
NEC, a leader in the integration of IT and network technologies, was 
already using Tanium for endpoint security at scale, but the company 
wanted even more visibility into the status of its overall security 
posture, vulnerabilities, incident-response rates and more. To do 
this, NEC first developed a proprietary cybersecurity dashboard, then 
linked it with Tanium + ServiceNow for up-to-the-minute data about 
the company’s IT assets, systems and people. Join this session to 
learn how Tanium empowers NEC with essential real-time data 
essential to its autonomous security. 

Speaker(s): 
Takeo Tagami, NEC Corporation 
Teruhiko Kouda, NEC Corporation 

 
Using Tanium to Deploy & Administer Microsoft Defender for Endpoint 
(MDE) 
Replacing EDR tooling is a daunting task for any organization, much 
less a fortune 200 company with endpoints all around the globe! In 
this session, we'll explore how the security engineering team at 
Jones Lang LaSalle leveraged Tanium to replace CrowdStrike with 
Microsoft Defender for Endpoint (MDE) 
 
This session will cover the entirety of JLL's undertaking, from 
reconnaissance, to deployment, to clean-up & troubleshooting. 

Speaker(s): 
Dane Thomas, JLL 
Jose Luis Ruiz Ruiz, JLL 
Andrew Bui, JLL 
Adam Romme, JLL 

 
Using Tanium to Secure Your Estate Across the Infrastructure Lifecycle 
Learn how Lowes incorporated an API-driven Tanium Comply 
scanning into its automated base image creation process; built 
automation to automatically synchronize Tanium Deploy galleries, 
create new deployments, and instrument the change management 
process. Lowes also created Tanium Patch-driven workflows to 
enforce a 45-day patching cycle, isolating non-compliant assets until 
they were patched and re-certified as compliant. 

Speaker(s): 
Jason Barnette, Lowe's 
Jared Noble, Lowe's 
Chris Wakulik, Lowe's 
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Vulnerability Management with Tanium & ServiceNow 
Combining Tanium data with ServiceNow business data allows use 
to add context to the vulnerability data to create workflows and 
assign true ownership to vulnerability remediation tasks. We found 
that we needed to solve for shared services/devices, classification 
of vulnerability and design new ways to track remediation at group 
and organizational levels. higher #delity asset and software data for 
the Service Now CMDB where we had gaps. 

Speaker(s): 
Tom Burm, Health Care Service 
Corporation (HCSC) 
Ramsey Regalado, Health Care 
Service Corporation (HCSC) 
Mike Khanolkar, Tanium 

 
What’s New and What’s Next in Incident Response 
Learn about newly released improvements and upcoming 
enhancements to Threat Response and Impact modules and other 
features within the Incident Response solution area. 

Speaker(s): 
Stephanie Aceves, Tanium 
Sravani Ramisetti, Tanium 
Andrew White, Tanium 
Chris Clinger, Tanium 
Wesley Guerra, Tanium 

 
What’s New and What’s Next in the Common Platform (Core) 
Learn about newly released improvements and upcoming 
enhancements in the Tanium platform that's common across all 
solutions and modules. 

Speaker(s): 
Jason Ellison, Tanium 
Brandon Wise, Tanium 
Ryan Andorfer, Tanium 
Michelle Yurovsky, Tanium 

 
What’s New and What’s Next: Endpoint Management & DEX 
Learn about newly released improvements and upcoming 
enhancements to Patch, Deploy, Enforce, Provision, Performance, 
and Engage modules in the Endpoint Management and Digital 
Employee Experience solution areas. 

Speaker(s): 
Ken Smiley, Tanium 
Ken Smith, Tanium 
Jason Stough, Tanium 
Maayan Sela, Tanium 

 
What’s New and What’s Next: Risk & Compliance 
Learn about newly released improvements and upcoming 
enhancements to Comply, Benchmark, Asset, Discover modules and 
other features in the Risk & Compliance solution area. 

Speaker(s): 
Joel Gordon, Tanium 
Julia Grunewald, Tanium 
Spenser Shumaker, Tanium 
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